
The Global Cybercrime Strategy outlines INTERPOL’s plan to support its 195 
member countries in combating cybercrime in line with INTERPOL’s Strategic 
Framework for the period  2022 to 2025. 
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OBJECTIVE 1: 
Enable a proactive and agile posture 
in the prevention and disruption of 
cybercrime by developing an in-depth 
understanding of the cybercrime 
threat landscape through information 
sharing and intelligence analysis.

OBJECTIVE 2: 
Effectively prevent, detect, investigate 
and disrupt cybercrime − that causes a 
significant harm on a national, regional 
and global scale − by leading, 
coordinating, and supporting member 
countries in transnational operational 
activities.OBJECTIVE 3:

Support the development of 
strategies and capabilities of member 
countries in combating cybercrime by 
cultivating open, inclusive and diverse 
partnerships, and building trust in the 
global cybersecurity ecosystem.

OBJECTIVE 4: 
Promote INTERPOL’s role and 
capabilities in shaping global 
security by engaging with 
international fora in the field of 
cybercrime.

MANDATE
“Reducing the global impact of 
cybercrime and protecting communities 
for a safer world.”

November 2022



OBJECTIVE 4OBJECTIVE 1 OBJECTIVE 2 OBJECTIVE 3

• Development 
of INTERPOL’s 
position on cyber 
policy and an 
international 
convention on 
cybercrime, 
reflecting the 
global law 
enforcement 
perspective.

• Adoption 
of strategic 
recommendations 
and briefings for 
member countries 
to promote 
INTERPOL’s 
channels, services 
and capabilities. 

• Stronger 
INTERPOL 
leadership in the 
global security 
architecture and 
in the global 
ecosystem of 
cybersecurity.

• Enhanced 
processes 
for obtaining 
information from 
member countries 
and private-
sector partners 
for the proactive 
development 
of actionable 
intelligence. 

• Development 
of high-quality 
intelligence, 
assessments and 
analytical products 
that meet member 
countries’ law 
enforcement 
purposes and 
actions. 

• Stronger 
member country 
engagement 
in information 
sharing at the 
national, regional 
and global level in 
order to develop 
an in-depth 
understanding of 
the cybercrime 
threat landscape. 

• Prevention of 
cybercrime to 
better protect 
communities 
through 
coordinated law 
enforcement 
action and raising 
public awareness 
by collaborating  
with external 
partners. 

• Disruption of 
organized crime 
groups and their 
ecosystem, both 
proactively and 
reactively. 

• Attribution of 
criminal acts and 
actors behind 
cybercrime by 
coordinating 
global law 
enforcement 
cooperation 
and by leading 
regional 
coordination 
through the 
Regional 
Cybercrime 
Operations Desk 
model for judicial 
outcomes.

• Delivery of 
capabilities 
development 
and the 
implementation 
of capacity-
building projects 
to increase 
member countries’ 
ability to fight 
cybercrime.

• Wider use of 
INTERPOL tools 
and platforms 
through which 
law enforcement 
agencies and 
partners can 
share information, 
knowledge and 
experience on 
cybercrime. 

• Enhanced and 
expanded 
partnerships 
through joint 
activities, strategic 
alignment and 
policy formulation 
based on trust 
that is induced by 
technological and 
regulatory means. 
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