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POLICING FUTURES

What emerging trends is law enforcement seeing?

The INTERPOL STRATalks Virtual Discussion Room (VDR) Futures Series launched its first trends survey results of which
were discussed with law enforcement and during the session.

Technology as well as trust and legitimacy were amongst the biggest challenges in the next 10 years identified by law en-
forcement strategic advisors, Digitalization and cybercrime were amongst the top 2 future strategic priorities for member
countries.
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DRONES

INTERPOL has seen a considerable increase in the use
of drones over the last year and some countries are
pushing the envelope of operational drones by seeking
vyaivers for Beyond Visual Line of Sight (BVLOS) opera-
tions. Member countries like Singapore, United States of
America, Canada and Indonesia are using BVLOS drones
not only for law enforcement use byt also for delivery
drops and remote medical supplies deliveries.

BVLOS drone usage requires authority from the country

aviation agency and must follow a strict framework to
ensure that they:

(1) Know the unmanned aircraft’s location;

(2) Determine the unmanned aircraft’s attitude, alti-
tude, and direction of flight;

(3) Observe the airspace for other air traffic or hazards;
and ,

(4) Determine that the unmanned aircraft does not en-
danger the life or property of another.

(FAA Part 107 Waivers, Federal Aviation Agency, United
States)

By using drones, it also allows a law enforcement agency
to deploy resources more efficiently and also enhance
police officer safety. Some operations that BVLOS drones
c.an carry out in the future would be remote area secu-
rity patrols, border protection, wide area surveys, a first
responder to an emergency and remote surveillance.
As drone technology develops, drones could be flown
In areas which may be inaccessible or where situations
are too risky for manual operations with the limitation
on flight time being dependent on the drone battery.
The challenge for law enforcement use of drones is the
public perception, range and power constraints of drone

batteries and local country regulations and clearances to
operate.
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The contents of Innovation Snapshots is for information purposes only. INTER-
POL assumes no liability or responsibility for any inaccurate, delayed or incom-
plete information, nor for any actions taken in reliance thereon. The information
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