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FOREWORD 
 
In our profoundly interconnected world, the impact of cybercrime can be far-reaching and devastating to its victims. 
The borderless nature of cybercrime means that cybercriminals are agile, exploiting new technologies as well as 
connecting and cooperating amongst themselves in ways we have never imagined before. To address these 
challenges in preventing, detecting and investigating cybercrime globally, law enforcement agencies must adapt to 
this ever-changing criminal environment in order to protect communities and ensure a safer digital world.  
 
Driven by the increasing use of digital technologies, INTERPOL member countries in the Association of Southeast 
Asian Nations (ASEAN) are rapidly transforming into digital economies. With more businesses shifting to digitalization, 
more individuals are performing daily transactions online in ASEAN countries. Consequently, securing cyberspace has 
become a high priority for all law enforcement organizations in the region. 

In July 2018, the INTERPOL Cybercrime Directorate ς with support from the Singapore Government and the 
Japan-ASEAN Integration Fund (JAIF) 2.0 ς created the ASEAN Cybercrime Operations Desk (hereafter, the ASEAN 
Desk) to address growing cyberthreats across the region. Through the ASEAN Desk, INTERPOL delivers policing 
capabilities to tackle cybercrime using intelligence development, investigative support and operational coordination.  
 
Under the mandate of reducing the global impact of cybercrime and protecting communities for a safer world, 
Lb¢9wth[ /ȅōŜǊŎǊƛƳŜ 5ƛǊŜŎǘƻǊŀǘŜΩǎ ŎƻǊŜ ŀŎǘƛǾƛǘȅ ƛǎ ǘƻ ŎƻƭƭŜŎǘΣ store, process, analyse, evaluate and disseminate cyber 
intelligence to better support member countries in understanding cyberthreats nationally, regionally and globally.  

As part of these efforts, I am proud to present the first edition of the ASEAN Cyberthreat Assessment 2020 produced 
by the ASEAN Desk. This report provides analyses and insights on the latest cyberthreat landscape faced by the 
member countries in the ASEAN region. With the aim of protecting digital economies and communities in ASEAN, the 
report also highlights strategies and the way forward in the region. 

While the persistence of cyberthreats such as ransomware, banking malware and botnets are highlighted, a new type 
of cybercrime ҍ cryptojacking ҍ ƛǎ analysed in the report. Indeed, as soon as it was captured on our radar, the ASEAN 
Desk was able to lead on-the-ground action against cybercriminals committing this type of crime by developing a plan 
for multi-jurisdictional operations and coordinating joint actions against cryptojacking.  
 
The Cybercrime Directorate aims to deliver more operational activities by coordinating cyber operations in five 
ǊŜƎƛƻƴǎ ҍ !ŦǊƛŎŀΣ the Americas, Asia, Europe, and the Middle East and North Africa (MENA) replicating the ASEAN Desk 
framework. The increased and enhanced operational support will better support member countries, reflecting the 
unique challenges and needs within the respective regions. 
 
In addition to operational delivery, we also focus on capability development. We aim to place the human aspect at 
the heart of our work, providing and developing the relevant skills and technology to allow for better outcomes. This 
has been fulfilled by the ASEAN Cyber Capacity Development Project (ACCDP) for member countries in the ASEAN 
region, as we strengthen their abilities to combat cybercrime and boost cooperation in cybercrime matters between 
countries, and regional and international partners. 
 
I hope this report will help to provide a better understanding of the regional cyberthreat landscape to devise a 
prioritized and targeted response to cybercrime threats.  
 
 
 
 
Craig Jones 
Director, Cybercrime Directorate 
INTERPOL  
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ABBREVIATIONS AND ACRONYMS  
 
 
ACCDP  ASEAN Cyber Capacity Development Project  
AJOC  ASEAN Joint Operation against Cybercrime 
ASEAN  Association of Southeast Asian Nations  
ASEAN Desk  INTERPOL ASEAN Cybercrime Operations Desk 
BEC Business E-mail Compromise  
CERTs Computer Emergency Response Teams  
CII Critical Information Infrastructure  
CnC  Command and Control server 
CARs Cyber Activity Reports   
DDoS  Distributed Denial-of-Service 
DNS  Domain Name System  
EU  European Union  
FBI  Federal Bureau of Investigation  
HTTPS  Hypertext Transfer Protocol Secure 
IGCI   INTERPOL Global Complex for Innovation  
IP  Internet Protocol 
IRC  Internet Relay Chat 
JAIF Japan-ASEAN Integration Fund  
OSINT Open-Source Intelligence 
P2P Peer-to-Peer 
PoS  Point-of-Sale 
PPP  Public Private Partnerships  
RATs Remote Access Tools  
SMEs Small and Medium-sized Enterprises  
SSL Secure Sockets Layer 
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EXECUTIVE SUMMARY  

A robust cybersecurity ecosystem is critical for countries to maintain confidence in the use of electronic 
communications and services, given the continuous rise in the scale and complexity of cybercrime. To make well-
informed policies that support such an ecosystem, leaders need to have an understanding of the current 
cyberthreat landscape.  

In 2019, we faced a challenging and evolving cyberthreat landscape. Threat actors continued to improve their 
cyberweapons, adopted new attack methods, and tailored their attacks to emerging technologies. Belonging to 
one of the fastest-growing digital economies in the world, member countries in the ASEAN region experienced a 
significant amount of cybercrime, ranging from massive data breaches, crippling ransomware attacks and the 
meteoric rise in cryptojacking. 

²ƛǘƘ Řŀǘŀ ŘǊŀǿƴ ŦǊƻƳ Lb¢9wth[Ωǎ ǇǊƛǾŀǘŜ ǇŀǊǘƴŜǊǎ ŀƴŘ ǊŜǎŜŀǊŎƘ ŎƻƴŘǳŎǘŜŘ ōȅ the ASEAN Desk, this report 
provides a comprehensive overview of the cyberthreat trends in ASEAN countries. The report has identified the 
following as some of the prominent cyberthreats in 2019: 

¶ BOTNETS. In the first half of 2019, there was an increase in botnet detections and hosting of CnC servers 
in the ASEAN region, which accounted for 7 per cent of botnet detections and 1.8 per cent of CnC 
servers worldwide. The majority of botnets still target the financial sector and its customers, with the 
aim of gaining remote access to ǾƛŎǘƛƳǎΩ computers - either to steal personal data such as banking 
credentials or to install and spread other malicious malwares. 
 

¶ PHISHING CAMPAIGN increasing in both quantity and sophistication. We saw a more advanced 
exploitation of social engineering techniques worldwide with e-mail remaining the top vector for 
phishing (96 per cent)1. According to a report, Southeast Asia remains a target for cybercriminals 
attempting to infect networks and devices through the simple but effective trick of phishing.  
 

¶ BUSINESS E-MAIL COMPROMISE campaigns have proven to be low-cost, low-risk but high-rate of return 
to cybercriminals. Data drawn from our private partners showed that member countries in ASEAN faced 
more than 5 per cent of the global BEC attacks. In the first half of 2019, it was detected that Singapore 
and Malaysia recorded the highest BEC attacks (54 per cent and 20 per cent of the total attacks in the 
ASEAN region, respectively). 
 

¶ BANKING MALWARE.  The first half of 2019 saw a 50 per cent increase in attacks compared to 2018. The 
shift of prominent malware families, such as the Emotet16 banking Trojan, from banking credential theft 
to the distribution business, marks a significant phenomenon observed in 2019.  
 

¶ RANSOMWARE continues to grow and morph due to the increasing popularity of cryptocurrencies. We 
observed the emergence of numerous variants after 2013. After the shift to crypto-ransomware, 
ransomware continued to evolve, adding features such as countdown timers, ransom amounts that 
increase over time, and infection routines that enable it to spread across networks and servers. Cerber, 
as an evolved ransomware technology, topped the number of detected ransomwares in ASEAN 
countries. WannaCry, which ranks second in the ASEAN region but first globally, remains a threat 
following its rapid propagation in 2017. 
 

¶ CRYPTOJACKING emerged as a new threat, with the growing use of cryptocurrencies and the ability to 
harness ǘƘŜ ŎƻƳǇǳǘŜǊ ǇƻǿŜǊ ƻŦ ǳƴƪƴƻǿƴ ǳǎŜǊǎΩ ǎȅǎǘŜƳǎ ǘƻ perform cryptojacking, putting businesses 
and individual users across the globe are at risk. It was observed that cybercriminals have been 
exploiting vulnerabilities in cybersecurity protection and in technologies to launch cryptojacking 
campaigns globally, which includes ASEAN countries. 

 
Under the mandate of reducing the global impact of cybercrime and protecting communities for a safer world, the 
INTERPOL Regional Cybercrime Strategy for ASEAN sets ƻǳǘ Lb¢9wth[Ωǎ ƪŜȅ ǇǊƛƻǊƛǘƛŜǎ ŀƴŘ ǇǊƛƴŎƛǇƭŜǎ ƛƴ ŎƻƳōŀǘǘƛƴƎ 
cybercrime in ASEAN countries. The Strategy, delivered through the ASEAN Desk and ACCDP, is underpinned by the 
following four pillars: enhancing cybercrime intelligence for effective responses to cybercrime; strengthening 
cooperation for joint operations against cybercrime; developing regional capacity and capabilities to combat 
cybercrime; and promoting good cyber-hygiene for a safer cyberspace. These pillars shape the way forward for the 
ASEAN Desk to effectively coordinate the joint actions against cyberthreats in the ASEAN region. 

 

                                                   
1  Verizon 2018 Data Breach Investigation Report 

https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf) 

https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf
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1. INTRODUCTION: METHODOLOGY 

The Internet has created borderless societies worldwide, providing unprecedented opportunities to generate 
wealth and stimulate economies. Countries across the world seek to benefit from new technologies to boost 
economic growth and facilitate access to information and services. In 2019, more than half the worldΩǎ citizens 
were connected to the Internet (4.437 billion users)2 and used it services, such as e-mail, online banking, 
e-commerce and social networks to conduct much of their day-to-day life. The Internet will become more 
pervasive in our everyday life. According to one study, it is projected that the total installed base of Internet of 
Things (IoT) connected devices will reach 75.44 billion3 worldwide by 2025.  

The ASEAN region has a total population of about 659 millionτ over 100 million more than the European Union 
(EU)τand ƛǎ ǘƘŜ ǿƻǊƭŘΩǎ ǘƘƛǊŘ most populous region. It has a 
combined GDP of more than USD 2.7 trillion4 ŀƴŘ ƛǎ ǘƘŜ ǿƻǊƭŘΩǎ 
seventh largest market, which is predicted to exceed 
USD 4 tri llion by 2022. In addition, its digital economy has the 
potential to add another USD 1 trillion to its GDP over the next 
10 years. 

On the cusp of digital transformation, ASEAN is pushing for 
new infrastructure and technology advancements to boost its 
economic capabilities.  

This increasing reliance upon the Internet, however, has 
created a number of cyberthreats that can cause immense 
damage, impede trust and resilience in the digital economy, 
and prevent the region from realizing its full digital potential. 
Criminal networks also operate across the world, coordinating 
complex attacks against their targets in a matter of minutes. 
Statistics on threats to computer networks are sobering and 
reflect the shift from the relatively innocuous spam of 
yesteryear to the more malicious threats today.  

Increasingly frequent, sophisticated and damaging 
cyberattacks are occurring on a global scale affecting critical information infrastructure (CII), such as in the 
financial and energy sectors. Take, for example, the impaŎǘ ƻŦ ǘƘŜ ά²ŀƴƴŀ/Ǌȅέ Ǝƭƻōŀƭ ǊŀƴǎƻƳǿŀǊŜ ŎȅōŜǊŀǘǘŀŎƪ,5 
not only governments, businesses, and private citizens, but also on critical infrastructure such as the National 
Health Service in the United Kingdom, which struggled to function after it was infected. 

A robust cybersecurity ecosystem is critical for countries to maintain confidence in the use of electronic 
communications and services, given the continuous rise in the scale and complexity of cybercrime. To make well-
informed policies that support such an ecosystem, leaders will need to have an understanding of the current 

cyberthreat landscape.  

In 2019, we faced a challenging and evolving 
cyberthreat landscape. Threat actors continued 
to improve their cyberweapons, adopted new 
attack methods, and tailored their attacks to 
emerging technologies. Belonging to one of the 
fastest-growing digital economies in the world, 
member countries in the ASEAN region 
experienced a significant amount of 
cybercrime, ranging from massive data 
breaches, crippling ransomware attacks and 
the meteoric rise in cryptojacking. 

                                                   
2  The State of Digital in April 2019 (www.wearesocial.com). 
3  Internet of Things (IoT) connected devices installed base worldwide from 2015 to 2025 (www.statista.com). 
4  GDP (Current) USD - The World Bank. 
5  ά²Ƙŀǘ ƛǎ ²ŀƴƴŀ/Ǌȅ ǊŀƴǎƻƳǿŀǊŜΚέ όhttps://www.theguardian.com/technology/2017/may/12/nhs-ransomware-cyber-

attack-what-is-wanacrypt0r-20). 

Figure 1: Population 

http://www.wearesocial.com/
http://www.statista.com/
https://www.theguardian.com/technology/2017/may/12/nhs-ransomware-cyber-attack-what-is-wanacrypt0r-20
https://www.theguardian.com/technology/2017/may/12/nhs-ransomware-cyber-attack-what-is-wanacrypt0r-20
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While threat actors were trying hard to keep a low profile with their malicious activities, they could not avoid 
detection by the various stakeholders in partnership with INTERPOL. Indeed, we observed that public and private 
organizations are under constant attack from the ever-growing number of malwares spreading at higher rates 
than ever.  

In this inaugural ASEAN Cyberthreat Assessment 2020, we provide our analyses and insights on the current 
cyberthreats faced by member countries in the ASEAN region. From massive data breaches and crippling 
ransomware attacks to a meteoric rise in cryptojacking, there is no shortage in disruption caused to the member 
countries in the ASEAN region. 

With data drawn from INTERPh[Ωǎ ǇǊƛǾŀǘŜ ǇŀǊǘƴŜǊǎ and the research conducted by the ASEAN Desk, we will 
provide a comprehensive analysis of the trends observed in botnet, phishing campaigns, banking malware, 
cryptojacking, ransomware, and business e-mail compromise fraud. 

We will conclude with a review of the predictions and recommendations on joint collaboration initiatives to 
tackle cybercrime effectively at a regional and global level. 
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2. ASEAN KEY DIGITAL FIGURES: 2019 

 

Figure 2: Digital ASEAN, WeAreSocial 
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3. MAJOR CYBERINCIDENTS: 2018-2019 

Cyberattacks and data breaches have been ranked fourth and fifth in the recently released global risk report by 
the World Economic Forum (2019). The cost of cybercrime to businesses over the next five years is expected to 
be USD 8 trillion.6 Here are some of the most serious data breach incidents in the ASEAN region throughout 2018 
and 2019: 

 

 
Figure 3: Major Cyberincidents in the ASEAN region, 2018-2019 

 
 

 

                                                   
6  World Economic Forum 2019 Global Risk Report (http://ww w3.weforum.org/docs/WEF_Global_Risks_Report_2019.pdf). 

http://www3.weforum.org/docs/WEF_Global_Risks_Report_2019.pdf


 

 

 
13 

 

 

 

 

No country or organization in the ASEAN region is spared the threat of fast-evolving cybercrime. Given their 
position among the fastest-growing digital economies in the world, member countries in ASEAN have become a 
prime target for cyber-attacks. 

According to research and several reports, malicious e-mail remains a weapon of choice for a wide range of 
cyberattacks. Spam e-mails account for 85 per cent7 of all e-mail sent. E-mail is also the top vector for both 
malware distribution (92.4 per cent) and phishing attacks (96 per cent).8 Ransomware continues to plague 
businesses and consumers, with indiscriminate campaigns pushing out significant volumes of malicious e-mail.  

Given that the majority of cybercrime impacts home users and small and medium-sized enterprises (SMEs), a set 
of preventive advice for users would raise awareness and empower them to protect themselves against malicious 
software and threat actors. 

 

 

 

 

 

 

 

 

 

 

 

                                                   
7  Talos Intelligence data (www.talosintelligence.com). 
8  Verizon 2018 Data Breach Investigation Report 

(https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf). 

http://www.talosintelligence.com/
https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf
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4. INSIGHT ON CYBER THREATS TREND: 2019 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

The member countries in the ASEAN region faced numerous cyberthreats in 2019, including 
botnets, phishing campaigns, banking malware, ransomware, business e-mail compromise 
and cryptojacking. 

²ƛǘƘ Řŀǘŀ ŘǊŀǿƴ ŦǊƻƳ Lb¢9wth[Ωǎ ǇǊƛǾŀǘŜ ǇŀǊǘƴŜǊǎ, and the research conducted by the 
ASEAN Desk, this part will shed light on the threats, trends and underlying motivations of 
cybercrime. 
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4.1 Botnets 

Botnets have continued to evolve over the years. Their 
most common features now include varied CnC 
models:  

o Centralized or distributed; 
o Varied attack types, such as spam, DDoS, 

data theft; 
o Increase in communication protocols used: 

IRC, HTTPS; 
o Effective use of evasion techniques, such as 

SSL, VoIP tunnelling;  
o Versatile rallying mechanisms: hard-coded IP 

address, distributed DNS service. 

In 2016, a service provider, StarHub, encountered two 
waves of DDoS attacks that brought down Internet 
surfing on its broadband network. Subsequent 
investigations revealed that subscribers' bug-infected 
machines were turned into zombie machines that repeatedly sent queries to StarHubΩs Domain Name System 
(DNS), ultimately overwhelming it. 

In addition to CIIs, botnets have also been used to target Points-of-Sale (PoS) and other payment systems in cases 
such as Operation Black Atlas,9 causing massive financial losses. Botnets have been increasingly refined to exploit 
vulnerabilities, with more sophisticated versions being generated and distributed every few hours. These have 
been used for crimes against citizens, financial institutions, and the Internet itself ς intercepting and redirecting 
traffic. 

 

Figure 4: How a Botnet works, Trend Micro 
 

                                                   
9  Operation Black Atlas (https://blog.trendmicro.com/trendlabs-security-intelligence/operation-black-atlas-endangers-in-

store-card-payments-and-smbs-worldwide-switches-between-blackpos-and-other-tools/). 

https://blog.trendmicro.com/trendlabs-security-intelligence/operation-black-atlas-endangers-in-store-card-payments-and-smbs-worldwide-switches-between-blackpos-and-other-tools/
https://blog.trendmicro.com/trendlabs-security-intelligence/operation-black-atlas-endangers-in-store-card-payments-and-smbs-worldwide-switches-between-blackpos-and-other-tools/
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In the first half of 2019, there was an increase in botnet detections and hosting of CnC servers in the ASEAN 
region, which accounted for 7 per cent of botnet detections and 1.8 per cent of CnC servers worldwide. 
In particular, Thailand had the highest number of botnet detections and hosted the highest number of CnC 
servers, followed by Malaysia, Philippines, Singapore and Indonesia. 

According to our research, the top five dominant botnet threats detected in the ASEAN region were:  

1. Andromeda.Botnet 
2. Conficker.Botnet 
3. Necurs.Botnet 
4. Sality.Botnet 
5. Gozi.Botnet  

 
The Andromeda botnet, is the most 
recurrent botnet across all member 
countries in the ASEAN region. It has left 
many machines infected, despite being 
seized in a global operation in 2017. It is the 
highest detected botnet threat in the region. 
It is known for malicious e-mail attachments 
that deliver various malware modules, such 
as a keylogging capability. 

Botnet families of Conficker and Sality 
appeared in 2008 and 2010, respectively. 
These attacks allowed infected machines to 
be controlled remotely.  

Ramnit and Sality both have the capability of 
modifying legitimate files.  

Necurs and Gozi botnets launched 
geotargeted cyberattacks circulating 
malicious e-mails. 

In addition, the number of unique attacks on 
users linked to cryptocurrency services 
(exchanges, cryptocurrency wallets, etc.) has 
increased. Cybercriminals have been actively trying to monetise interest in cryptocurrencies and obtain data 
from victims to steal funds. The majority of botnet detections on users of cryptocurrency services featured 
Ramnit Banker. 

The disruption of critical infrastructure services can have serious implications on national security. For private 
businesses, it will not only cause a loss of revenue, but will also have a long-ǘŜǊƳ ƛƳǇŀŎǘ ƻƴ ǘƘŜ ŎƻƴǎǳƳŜǊǎΩ 
confidence and the reputation of the services provided. 

 

 

Our analysis identified the following botnet trends: 

 

The majority of botnets still target the financial sector and its customers, with the aim of gaining remote 
access to victiƳǎΩ ŎƻƳǇǳǘŜǊǎ ς either to steal personal data such as banking credentials or to install and 
spread other malicious malwares. 

Given the increasing popularity of blockchain and the introduction of new cryptocurrencies, the number of 
attacks on users of cryptocurrency services will grow significantly. It is expected that more bots will deploy 
injection attacks against such resources.  

New target masks are proliferating as well. Cybercriminals are adding brand new targets and modifying old 
masks to cover more websites where user data or money can be stolen. 

Andromeda
15%

Conficker
14%

Necurs
14%

Sality
14%

Gozi
12%

H-Worm
11%

XorDDOS
9%

Ramnit
8%

Others
3%

Botnet detections

Figure 5: Botnet detections in the ASEAN region, 2019 
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4.2 Phishing campaigns 

It is reported that spam e-mails accounted for 85 per 
cent10 of all e-mails sent and that e-mail was the top vector 
for phishing (96 per cent).11 

Phishing campaigns are increasing in quantity, 
sophistication, and are becoming more advanced in their 
exploitation of social engineering techniques worldwide. 
9ǾŜǊȅ ȅŜŀǊΣ ƳƻǊŜ ŀƴŘ ƳƻǊŜ ŀǘǘŀŎƪǎ ŀŦŦŜŎǘ ǘƘŜ ǿƻǊƭŘΩǎ 
largest organizations - with more than 1,000 phishing 
attacks12 a month. 

While some large organizations have implemented 
measures and educated employees in protecting 
themselves from phishing campaigns, individuals are 
nevertheless being targeted and falling victim to malicious 
threat actor(s). 

Around 1.5m13 new phishing sites are created each 
month. The average lifetime of a phishing site is five days. 

Anti-phishing filters receive information about a new threat very quickly and so phishers constantly have to 
register new sites that imitate the official sites of various credible organizations. The most popular phishing 
targets are financial institutions, e-mail services and Internet service providers.  

TrendMicro data14 shows credential phishing is continually on the rise with a 59 per cent increase in worldwide 
detections in the first half of 2019. The top targeted brand is Microsoft (e.g. Office 365 credentials). Webmail 
(e.g. Gmail and Yahoo) are also ǇƻǇǳƭŀǊ ǘŀǊƎŜǘǎ ŀǎ ǳǎŜǊǎΩ ƻƴƭƛƴŜ ǘǊŀƴǎŀŎǘƛƻƴǎ ŀǊŜ ƻŦǘŜƴ linked to webmail 
accounts. 

 

 
 

Figure 6: Phishing detections in ASEAN countries in 2019 

 

                                                   
10  Talos Intelligence data (www.talosintelligence.com). 
11  Verizon 2018 Data Breach Investigation Report 

(https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf). 
12  2018 Phishing Trends & Intelligence Report 

(https://info.phishlabs.com/hubfs/2018%20PTI%20Report/PhishLabs%20Trend%20Report_2018-digital.pdf). 
13  2019 Phishing Statistics (https://retruster.com/blog/2019-phishing-and-email-fraud-statistics.html). 
14  Trend Micro data (https://www.trendmicro.com/vinfo/hk-en/security/news/cybercrime-and-digital-threats/the-rising-

tide-of-credential-phishing). 
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http://www.talosintelligence.com/
https://enterprise.verizon.com/resources/reports/DBIR_2018_Report.pdf
https://info.phishlabs.com/hubfs/2018%20PTI%20Report/PhishLabs%20Trend%20Report_2018-digital.pdf
https://retruster.com/blog/2019-phishing-and-email-fraud-statistics.html
https://www.trendmicro.com/vinfo/hk-en/security/news/cybercrime-and-digital-threats/the-rising-tide-of-credential-phishing
https://www.trendmicro.com/vinfo/hk-en/security/news/cybercrime-and-digital-threats/the-rising-tide-of-credential-phishing


 

 

 
18 

 

According to Vade Secure, other top targeted service providers in the ASEAN region include PayPal; Netflix; 
Facebook; Dropbox and Apple, with numerous attempts recorded in Indonesia, Singapore, Malaysia and the 
Philippines. 

Improving awareness is key to combatting cybercrime, according to a recent report from one of INTERPO[Ωǎ 
partners ς Kaspersky ς which detected 14 million phishing attempts against Internet users in Southeast Asia in 
the first six months of 2019. 

According to the report, Southeast Asia remains a target for cybercriminals attempting to infect networks and 
devices through the simplest yet still most effective trick of phishing.  

Data shared by our partners revealed that attempts to direct users to phishing websites during the first half of 
2019 was highest in Indonesia (31.07 per cent), Singapore (30.21 per cent), Malaysia (15.16 per cent), 
Philippines (13.23 per cent) and Thailand (7.41 per cent). 

Despite the changing demographics in the ASEAN region, a significant amount of the population still falls prey to 
phishing attacks.  

YŀǎǇŜǊǎƪȅΩǎ Řŀǘŀ ǎƘƻǿ ǘƘŀǘ ǘƘŜ Philippines (17 per cent), Malaysia (16 per cent) and Indonesia (14 per cent) 
face the highest number of phishing victims in the ASEAN region. 

 

 

 

Figure 7: Use of HTTPS on phishing sites 

 

 

 

 

 

Our analysis identified the following phishing campaign trends: 

 

It is expected that phishing campaigns will continue to rise, given that companies are increasingly conducting 
their business online and relying heavily on technology for communication, and cybercriminals can easily 
access ready-to-deploy phishing kits.  

Nearly 90 per cent of data breaches in 2019 involved phishing, causing significant financial losses to 
organizations recovering from the breaches. 

Another aspect of the problem is that phishing sites are continuously evolving. In the past, a good way to 
defeat cybercriminals was to make sure you were visiting a HTTPS site. Not anymore. In 2016, only one in 
every 20 phishing sites had an HTTPS certificate. That number quadrupled in 2017, with 20 per cent of 
phishing sites having an HTTPS address. That number continues to rise with more than half of phishing sites 
using SSL certificates in the first quarter of 2019. 

Phishing campaigns are also conducted as a launch pad for other scam activities for monetary gain by 
malicious threat actors, with the use of Remote Access Trojan (RAT) malware. 
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4.3 Business e-mail compromise 

It was discussed in the previous section that 
phishing campaigns are increasingly served as a 
launch pad by malicious threat actors, with the 
use of RAT malware. This is often conducted 
during the preparation phase of business e-
mail compromise (BEC) campaigns. 

BEC campaigns have proven to be low-cost, 
low-risk but high rate of return for malicious 
threat actors and syndicates. 

In 2018, the Federal Bureau of Investigation 
(FBI) reported that companies all around the 
world lost USD 12 billion owing to business e-
mail compromise. The trend shows the 
amount of losses will continue to increase 
significantly over the next few years owing to 
the fact that more and more SMEs are going 
through a digital transformation. However, 
many organizations neglect to implement 
measures to protect against the emerging 
cyberthreats. 

 
Data obtained from our private partners showed that member countries in the ASEAN region faced more than 
five per cent of the global BEC attacks. While this figure does not indicate whether those BEC attacks were 
successful, most of the successful attacks were often not reported as the business entities were concerned that 
reporting might damage their reputations.  

In the first half of 2019, Singapore and Malaysia recorded the highest BEC attacks among the 10 member 
countries in the ASEAN region, with 54 per cent and 20 per cent respectively. 

With Singapore having the highest GDP in the region and also hosting many large business organizations, it 
attracts more attention of BEC attackers who target the private entities to yield large returns, even with fewer 
successful attacks. 

On average, a successful BEC attack can net the attackers about USD 130,500 in returns. 
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!ŎŎƻǊŘƛƴƎ ǘƻ Cƛƴ/9bΩǎ15 findings, manufacturing and construction were the most targeted sectors for BEC due to 
the high number of these businesses conducting regular transactions with foreign suppliers, ς who often require 
wire transfer payments. 

With under-reporting of such BEC 
attacks in the ASEAN region, it is difficult 
to have a clear picture of actual 
damages and to mount an effective and 
coordinated course of action against the 
attackers. As such, it is essential for law 
enforcement agencies in the region to 
share more detailed information on the 
attacks to further analyse trends and 
easily identify the perpetrators. 

Traditionally, law enforcement 
organizations investigating BEC cases by 
following money trails is only effective 
to the extent of apprehending the 
money mules ς leaving the BEC 
attackers at the top of the chain to 
continue their campaigns in the region. 

 
 
 
 

 
 
 
 
 
 
 
 

                                                   
15  FinCEN Financial Trend Analysis 

(https://www.fincen.gov/sites/default/files/shared/FinCEN_Financial_Trend_Analysis_FINAL_508.pdf). 

 

Our analysis identified the following Business E-mail Compromise (BEC) scam trends: 

 

BEC scams are not going away anytime soon. For a relatively low-tech type of financial fraud, it has proved 
to be a high-yield and lucrative enterprise for scammers. 

Four popular e-mail services ς Gmail, AOL, Yahoo! Mail, and Hotmail ς are among the top 10 most abused 
domains for BEC scams, with Gmail and AOL bearing the brunt. 

Once transferred, the defrauded money is commonly laundered through bank accounts in China. 

Cybercriminals who have been known for orchestrating lottery scams, romance scams and inheritance 
scams, now appear to be expanding their business by branching out to BEC scams. 

Attackers have switched to using a targeted e-Ƴŀƛƭ ǎǘǊŀǘŜƎȅ ƛƴǎǘŜŀŘ ƻŦ ǘƘŜ άǎǇǊŀȅ ŀƴŘ ǇǊŀȅέ ǎǘȅƭŜΣ ǿƘƛŎƘ 

proved to be more effective in convincing victims to fall into the trap. 


















