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Call for interest 
 

 

COOPERATION BY SECONDMENT TO THE INTERPOL GLOBAL COMPLEX FOR 
INNOVATION  IN SINGAPORE 

 
INTERPOL is seeking to set up cooperation agreements with public and private organizations, who 
may for one year second a member of their staff to the INTERPOL Global Complex for Innovation in 
Singapore, in the pursuit of enhancing global law enforcement cooperation against cybercrime. 
 

Background 

Cyber criminals continuously innovate to exploit the Internet to commit crimes. The sophisticated 
nature of cybercrime means that an efficient and effective policing response is dependent upon 
access to specialist services, information and skills from the private sector. 
 

Complementing expertise 

In recent years, INTERPOL has gained positive experience with placements from industry, which have 
proved to be a very effective resource in the delivery of supporting operational services to our 190 
member countries. Seconded experts have shown a valuable depth of knowledge, and are placed in a 
unique collaboration environment where they are able to expand on each other’s work. To 
complement this, INTERPOL is looking to welcome seconded experts from three key sectors. 
 

Key sectors 

INTERPOL is seeking to expand its relationships with the Internet Security Industry, Financial Industry, 
and Telecoms Sector. At this stage, those are the key sectors that, through their business models, 
have access to valuable perspectives on a global picture of cybercrime, by employing analysts who 
can leverage proprietary systems and datasets. Such experts may be seconded to INTERPOL for a 
year. 
 

Framework 

Seconding an expert to INTERPOL takes the shape of signing a Resource Assignment Agreement. In 
short, the expert stays on the company’s payroll, but becomes part of the INTERPOL hierarchy and is 
held to its Confidentiality regime. The expert will be based in the INTERPOL Cyber Fusion Centre 
(CFC) which has been designed as a secure and neutral collaboration workspace for law enforcement 
and industry, to jointly develop cyber intelligence for the benefit of INTERPOL member countries. 
 



 Call for interest 
 

 Page 2/2  
 

Tasking 

Please consider that INTERPOL is, by definition, a dynamic work environment. The expert’s specific 
tasking will be agreed on three levels. First, a general scope may be proposed by both the seconding 
organization and INTERPOL. Second, after starting in Singapore, the expert will be trained and given  
specific tasks/deliverables, preferably on a project basis. Third, on a day-to-day basis there may be 
urgent or unexpected requests for information that the experts needs to address, possibly taking 
precedence over the regular workload. 
 

Application 

Kindly note that a Due Diligence evaluation will be part of the application process. If your company is   
interested in seconding a member of staff, please send an e-mail to CIOTeam@interpol.int with your 
company’s contact details. 
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